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1. Introduction
This guide supports the implementation of the Australian Code for the Responsible Conduct of 
Research (the Code), which articulates the broad principles and responsibilities that underpin 
the responsible conduct of Australian research. 

In particular, this guide is intended to assist institutions and researchers to adhere to relevant 
principles of the Code, including:

• Principle 2, ‘Rigour in the development, undertaking and reporting of research’, which 

https://nhmrc.gov.au/about-us/publications/australian-code-responsible-conduct-research-2018
https://nhmrc.gov.au/about-us/publications/australian-code-responsible-conduct-research-2018
https://www.ands.org.au/working-with-data/fairdata
https://www.fair-access.net.au/fair-statement
https://www.fair-access.net.au/fair-statement


Institutional policy should include guidance for managing research data and primary materials 





https://creativecommons.org.au
https://www.nhmrc.gov.au/research-policy/ethics/ethical-guidelines-research-aboriginal-and-torres-strait-islander-peoples


A data management plan should be developed as early as possible in the research process 
and should include, but not be limited to, details regarding:

• physical, network, system security and any other technological security measures

• policies and procedures

• contractual and licensing arrangements and confidentiality agreements

• training for members of the project team and others, as appropriate

• the form in which the data or information will be stored

• the purposes for which the data or information will be used and/or disclosed

• the conditions under which access to the data or information may be granted to others, and

• what information from the data management plan, if any, needs to be communicated to 
potential participants.4

While it may not be practical to keep all the primary material (such as ore, biological material, 
questionnaires or recordings), durable records derived from them (such as assays, test results, 

https://nhmrc.gov.au/about-us/publications/national-statement-ethical-conduct-human-research-2007-updated-2018
https://www.oaic.gov.au/privacy-law/privacy-act/notifiable-data-breaches-scheme


https://nhmrc.gov.au/about-us/publications/national-statement-ethical-conduct-human-research-2007-updated-2018
https://nhmrc.gov.au/about-us/publications/national-statement-ethical-conduct-human-research-2007-updated-2018


https://nhmrc.gov.au/about-us/publications/national-statement-ethical-conduct-human-research-2007-updated-2018
https://nhmrc.gov.au/about-us/publications/national-statement-ethical-conduct-human-research-2007-updated-2018


• selective retention of research data or primary materials so as to hinder the verifiability of a 
research output or access request 

• failure to apply appropriate security controls to research data or primary materials

• failure to obtain necessary approvals or acting inconsistently with a condition of any 
approval granted in relation to the management of research data or primary materials.

In assessing the seriousness of a breach, any confidentiality obligations or other sensitivities 
that apply to the research data or information should be considered (Section 3.2, above), 
in addition to other relevant factors (see Investigation Guide, Section 2.2). 

Additional Resources
Resources referred to in this guide, or supporting the principles or responsibilities outlined in 
the guide include:

Australian Government Research Ethics and Research Integrity Guidelines

https://nhmrc.gov.au/about-us/publications/australian-code-responsible-conduct-research-2007
https://nhmrc.gov.au/about-us/publications/australian-code-responsible-conduct-research-2007
https://nhmrc.gov.au/research-policy/ethics/ethical-guidelines-research-aboriginal-and-torres-strait-islander-peoples
https://nhmrc.gov.au/research-policy/ethics/ethical-guidelines-research-aboriginal-and-torres-strait-islander-peoples
https://aiatsis.gov.au/research/ethical-research/guidelines-ethical-research-australian-indigenous-studies
https://aiatsis.gov.au/research/ethical-research/guidelines-ethical-research-australian-indigenous-studies
https://www.ands.org.au/working-with-data/fairdata
https://creativecommons.org.au
https://ec.europa.eu/newsroom/article29/item-detail.cfm?item_id=612052
https://www.fair-access.net.au/fair-statement
http://www.abs.gov.au/ausstats/abs@.nsf/Latestproducts/1160.0Main%20Features4Aug%202017


National Archives of Australia

http://www.naa.gov.au/information-management/records-authorities/types-of-records-
authorities/GRA/gra37/index.aspx 

Office of the Australian Information Commissioner

http://www.naa.gov.au/information-management/records-authorities/types-of-records-authorities/GRA/gra37/index.aspx
http://www.naa.gov.au/information-management/records-authorities/types-of-records-authorities/GRA/gra37/index.aspx
https://www.oaic.gov.au/privacy-law/privacy-act/
https://www.oaic.gov.au/privacy-law/privacy-act/notifiable-data-breaches-scheme
https://www.oaic.gov.au/agencies-and-organisations/guides/guide-to-securing-personal-information
https://www.oaic.gov.au/agencies-and-organisations/guides/guide-to-securing-personal-information
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